
 

Directorate-General KM

Information Assurance Technology 

and IT Management

Division BL 22 

 

Strategic Approaches to 

Information Security

 Division WG 24

 

Public Relat ions

 Division WG 22

 

Cyber Security for the 

Private Sector and

Alliance for Cyber 

Security

Division BL 11

 

IT Security Consult ing 

for the Federal 

Government and 

Principles

Division KM 25

 

IT Solut ion Systems for 

Classified I
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Directorate-General OC

 

Operational Cyber Security

 
 

Division OC 13

 

Signatures Creation 

and Adaptation

 

 

Directorate-General BL

 

Consulting for Federal, State and 

Local Governments

 Section BL 1

 

IT Security Consult ing 

and Security of 

Classified Material

 
 

Section BL 2

 

Client Management 

and Law

Section SZ 1

 

Standardization, 

Certificat ion Policy, 

Supervision

 
 

 
 

Division SZ 11

 

Standardization 

Strategy and 

Investment Reviews 

(AWG)

 
 

Section DI 1

 

Cyber Security for 

Electronic 

Identities (eID)

Division DI 11 

 

Evaluat ion Methods for 

eID Technologies in 

Digitization

Division Z 11 

 

 Organizat ion

 Division OC 16 

 

 Security of Internet 

Infrastructures and 

Services

 
 

Division OC 15

 

BSOC Platform 

Development and IT 

Infrastructure

 

Division OC 14 

 

Detector Development 

and SOC Automation

 
Division BL 14

 

Classified Information 

Principles and 

Consulting, Physical 

Security

 

Division BL 16 

 

Eavesdropping Security

Division BL 17 

 

Counter-eavesdropping

 
 

Division BL 35

 

Minimum Standards for 

the Federal 

Administration

 Division SZ 12 

 

Recognit ion and 

Certificat ion of Bodies 

and Persons

 Division DI 21 

 

Cyber Security for 

Digitization of the 

Energy Sector

 Division SZ 22

 

Software Certification 

 Division DI 12

 

Technical Requirements 

for eID Components 

and Official Documents

 
 

Directorate-General TK

 

Technical Centres of Excellence

Division TK 12

 

 Operating Systems

Division TK 15 

 
  Secure Software-

defined Networks

 

 Section KM 1

 

Classified Information 

System Approvals

Section KM 2

 

 Classified Information 

System Requirements

 Division KM 21

 

Information Assurance 

Technology 

Requirements

Division KM 26

 

IT Solut ion Systems for 

Classified II

Section KM 3

 

IT Management 
 

Division KM 31

 

 IT Strategy 
 

 Division KM 13

 

International Aspects 

Regarding the 

Evaluat ion and Approval 

of  Classified CIS

Division KM 23 

 

Mobile Solutions for 

Classified I 
 

Division KM 35

 

Cipher Management

Division KM 34

 

Application 

Management

Division KM 33

 

Technical IT 

Management 

Division KM 22

 

Information Assurance 

Technology Evaluation

Division KM 32

 

 IT Security 

Management

 
 

Division TK 14

 

 Emission Security

Section WG 1

 
Cyber Security for 

Critical Infrastructures

 

Section WG 2

 
Cyber Security for the 

Private Sector

 

 

Division WG 11 

 

Critical Infrastructures - 

Principles

Division WG 12

 
Critical In frastructures - 

Sectors Energy, Water 

Supply a nd Municipal 

Waste Manageme nt – as 

well as Nuclear Facilities

 

Division WG 14

 
Critical In frastructures - 

Sectors Financial Services 

and Insurance, IT and 

Te lecommunicatio ns – as 

well as D igital Services

 

Division KM 36 

 

Classified Information 

Services  

Division OC 11

 

Detection Planning 

and Integrat ion for the 

Federal and State 

Governments 

and Private Sector

Division OC 12

 

Incident Evaluation 

(BSOC Tier-2)

 

Section DI 2

 

Cyber Security for 

Digitization

 Division DI 15

 

eID Solutions for Digital 

Administration

Division DI 23

 

Cyber Security for 

Intelligent Transport  

Systems and 

Industry 4.0

 

Division DI 14

 

eID Infrastructures for 

Digitization

 Division DI 24

 

Cyber Security in the 

Public Health and 

Financial Services 

Sectors

 Division DI 22

 

Cyber Security in Smart 

Home and Smart Cities

Division Z 25

 

New Business Premises

Division WG 13

 

Critical Infrastructures - 

Sectors Food, Public 

Health and Health Care, 

Transport 

Division TK 11

 

Chip Security

Section TK 1

 

IT Systems

Section TK 2

 

IT Infrastructures 

Division TK 13

 

Hard- and 

Software Analysis

 

Directorate-General SZ 

 

Standardization, Certificat ion and Cyber 

Security of Telecommunicat ion 

Networks

 
 

Division SZ 13 

 

BSI Standards and 

IT-Grundschutz

 

Directorate-General WG

 

Cyber Security for the Private 

Sector and Society

Division BL 12

 

IT Security Consult ing 

for State and Local 

Governments

 Executive Staff
 

Staff Unit 2 

Strategic Controlling 

and Internal Audit
 

 Staff Unit 3 

 Strategy and 

 Executive Support

Division KM 24

 

Mobile Solutions for 

Classified II

 

 
 

Division KM 16

 

 Air and Space IT 

Security Systems

Division TK 21

 

Technology and 

Research Strategy

 Division SZ 25

 

Certificat ion According 

to 

Technical Guidelines

 

Directorate-General DI 

 

Cyber Security for Digitizat ion and 

Electronic Identities

 

Division TK 22

 

 Virtualization and 

Cloud Security 
 

Section BL 3  

 

Information Security 

of Consolidated 

Federal Computing 

Centres and Networks

 Division BL 31

 

Information Security 

Management in IT 

Consolidation

Division BL 34

 

Security of 

Government 

Networks - ISMS 

and Network 

Infrastructures

 

Division BL 33

 
Security of 

Gove rnment 

Networks - Business 

Continuity Management 

and Applications 

Division BL 25 

 

International Relations

 

Staff Unit 1 

Strategic Communicat ion 

and Press Office

 

Division DI 25

 

Inspection Systems 

for Official 

Documents

 

Division DI 26

 

Smart Borders 

Division KM 12

 

 Classified Information 

Product Approvals 
 

 Division WG 21

 

Cooperation with 

Manufacturers and 

Service Providers 

Division BL 23 

 

IT Security and Law

Division BL 13

 

IT Security Consult ing 

(Saxony Section)

Division BL 21

 

National Liaison Office

 Division SZ 32

 

Requirements for and 

Auditing of 

Telecommunicat ion 

Networks, 5G

 Section SZ 3

 

Cyber Security in mobile 

Infrastructures and Chip 

Technology

2

 
 

Division SZ 31

 

Infrastructure Security 

for Telecommunication 

Networks, 5G

 Division SZ 34

 

Chip Technologies and 

eID Technologies for 

mobile Platforms

9

 Division BL 32

 

Security in 

Federal Data Centres

Division WG 15

 

Critical Infrastructures – 

Tests

Division WG 23

 

Cyber Security for Small 

and Medium-Sized 

Enterprises

 

  
Division SZ 33

 

Certificat ion of Network 

Components and 

Accelerated Security 

Certificat ion

Section OC 2

 

CERT-Bund

Division OC 23

 
Mobile Incident 

Response Team (MIRT)

 

 Division OC 25

 

Industrial Automation 

and Control Systems 

Division OC 24

 

Digital Forensics and 

Malware Analysis 

 

Division OC 21

 
Principles and Warning 

and Information Service 

(WID)

 

 Division OC 22

 
Incident Response and 

Liaison Office to the 

National Cyber 

Response Centre 

 Division KM 14

 

IT Security Products 

 Division SZ 14

 

Expert Committee Work 

and Quality Management 

for Evaluation and 

Certificat ion Processes

 

Directorate-General Z

 

Central Tasks

Division TK 24

 

Artificial Intelligence and 

Security

 
 

Division TK 23

 

Artificial Intelligence - 

General Policy, Strategy, 

and Verification

 

Division KM 15 

 

 Classified Information 

Systems and Approved 

Products (CIS)

 
 

Division KM 37 

 

Digitization of 

Procedures and IT 

Supporting for Freital

 

 Division SZ 15

 

Market Surveillance of 

certified Service 

Providers and Products

Division SZ 35

 

Granting of 

IT Security Labels

 
 

Division DI 27

 

Cyber Security in the 

Implementation of the 

Online Access Act

 

 Division WG 32

 

Secure Consumer 

Products and Services, 

Market Monitoring

 
Section WG 3

 

Digital Consumer 

Protection, Cyber 

Security for Society and 

Citizens

 

Division WG 34

 

Central Service-Centre

 

Division WG 31

 

Basic Issues of Digital 

Consumer Protection 

and Cooperations

Division WG 33

 

Cyber Security for 

Society and Citizens

 

Division KM 11 

 

Quality Management in 

Approval Procedures  

Section OC 3

 

IT Security Situation 

 

Division OC 33 
 

National IT Situation 

Centre, Analysis and 

Forecasts 

Division OC 35

 
Penetration Tests and 

Technical Analysis 

(Saxony Section)

 

Division OC 34

 

Penetrations Tests and 

Information Security 

Revisions 

 Division OC 31

 
National IT Situation 

Centre, Principles and 

Reporting Point 

 Division OC 32

 
 National IT Situation 

Centre, 24/7 Permanent 

Service

Division BL 15

 

Consulting on 

Physical Security and

Security Technology

 

 Division BL 24

 

Legal Supervision of 

Administrative 

Procedures

 

Section FB 1

 

Central Tasks 1

Section FB 2

 

Central Tasks 2

Division Z 21

 

 Finance and Budget

Division Z 14

 

Human Resources 

Development

Division Z 15 

 

Facility Protection and 

Security of

Classified Material, 

Information Security

Division Z 22

 

Contracting and Project 

Management

 
 

Organizational Chart

As of August 2023

Division Z 24 

 

Digitization of Central 

Tasks

Division Z 12

 

Human Resources 

Recruitment 

Division Z 13 

 

 Human Resources 

Management

Division Z 23 

 

 Internal Services

Office Bonn
Godesberger Allee 185-189
53175 Bonn
GERMANY
Tel.: +49 228 99 9582-0
Fax: +49 228 99 9582-5400

Office Freital
Hüttenstraße 14
01705 Freital
GERMANY
Tel.: +49 228 99 9582-0
Fax: +49 228 99 9582-5400

Office Saarbrücken
Scheer Tower, Uni-Campus Nord
66123 Saarbrücken
GERMANY
Tel.: +49 228 99 9582-0
Fax: +49 228 99 9582-5400

 
Postal Address:
Postfach 20 03 63
53133 Bonn
GERMANY

E-Mail:    poststelle@bsi.bund.de
De-Mail:  poststelle@bsi-bund.de-mail.de
Web:       http://www.bsi.bund.de

Organizational Unit in Bonn

Organizational Unit in Freital

Organizational Unit in Bonn and Freital

Organizational Unit in Saarbrücken

 

Section OC 1

 

Detection

Section SZ  2

 

Certificat ion Processes

 

Division SZ 21

 

Hardware Certification

Division TK 25

 

Assessment procedures 

and technical support of 

digital Consumer 

Protection in AI

Organizational Unit in Bonn and Saarbrücken

Division WG 16

 

Public-Interest 

Companies (UBI)

Division WG 17

 

Critical Infrastructure – 

Sector: Public 

Healthcare
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